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Profile

Driven by a lifelong passion for technology and cybersecurity, I continuously refine my skills to tackle complex
security challenges, develop innovative solutions, and enhance digital safety. Additionally, my experience in
software development enables me to build secure and robust applications.

Work Experience

CYBER FORENSIC INTERN - Cyber Security Corp, Pune 06/23 - 01/24

• Investigated and resolved 20+ real-world cybersecurity incidents in collaboration with law enforcement, im-
proving case resolution time by 25%.

• Identified a critical vulnerability in Microsoft’s BitLocker, enabling unauthorized access without a key.
• Gained expertise in Mobile Forensics, Kali Linux, Splunk, Autopsy, Wireshark, Nmap, Metasploit, Burp Suit,
Hashing, Encryption, and Maltego increasing technical proficiency by 30% within 7 months.

• Developed Python scripts for automating forensic tasks, reducing investigation time by 40%.

WEB DEVELOPER INTERN - Sciqus Pvt Ltd 06/22 - 08/22

• Developed 10+ frontend websites and 2 full-stack applications, improving website performance by 30%.
• Integrated and tested RESTful APIs using Postman, ensuring smooth backend communication.
• Gained experience in client interaction, gathering requirements, and delivering tailored web solutions.
• Worked with HTML/CSS, Tailwind CSS, Bootstrap, JavaScript, Node Js, React Js, MongoDB, Express
(MERN), Postman, UI/UX Development, Adobe XD, and Illustrator.

Projects

DarkGPT (MERN Stack, AI, Google API) § Github.com/xyeshu

Built a production-ready full-stack AI chat app that provides detailed, unfiltered insights to assist ethical hackers
in penetration testing strategies, identifying security vulnerabilities, and understanding exploitation techniques

File Exterminator (Python, Data Security, Kali Linux CLI) § Github.com/xyeshu

A Python-based CLI tool implementing U.S. DoD algorithms to securely erase sensitive data. The tool has been
used to erase over 100GB+ of sensitive data, making it irrecoverable by forensic and data recovery tools.

Education

2024 - 2026 M.Tech - Cyber Security at Amity University, Noida (CGPA: 7.5)
2020 - 2024 B.Tech - CSIT at Symbiosis Skills and Professional University, Pune (CGPA: 8.8)
2018 - 2020 12th HSC Boards at Tip Top College, Nagpur (Score: 88%)

Skills

Cybersecurity Security Information and Event Management (SIEM), Splunk, Network Security, Operating
System Security, Digital Forensics, VAPT, Kali Linux, Incident Detection & Response

Programming C, C++, Python, JavaScript
Development MERN Stack (MongoDB, Express, React, Node.js), HTML, CSS (Tailwind), Postman, Docker
DSA Solved 200+ problems on LeetCode

Certifications

CompTIA Security+ (Plus) Google Cyber Security Professional Certificate
ISO/IEC 27001 Information Security Associate™ EC-Council Ethical Hacking Essentials (EHE)
Qualys Certified Specialist - VMDR PaloAlto Security Operations: Practitioner
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